- 6 -

the statenment will not be filed and will not be a part of the
Court’s file in the case.

Rule 27 is added as foll ows

RULE 27. PRI VACY PROTECTI ON
FOR FI LI NGS MADE W TH THE COURT

(a) Redacted Filings: Except as otherw se required by
these Rules or directed by the Court, in an electronic or paper
filing wwth the Court, a party or nonparty nmaking the filing
should refrain fromincluding or should take appropriate steps to
redact the follow ng information:

(1) Taxpayer identification nunbers (e.g., Soci al

Security nunbers or enployer identification nunbers);

(2) Dates of birth. 1If a date of birth is provided,
only the year shoul d appear;

(3) Nanes of mnor children. If a mnor childis
identified, only the minor child s initials should appear;
and

(4) Financial account nunbers. If a financial account

nunber is provided, only the last four digits of the nunber

shoul d appear.

(b) Limtations on Renote Access to Electronic Files:
Except as otherw se directed by the Court, access to an
electronic file is authorized as foll ows:

(1) the parties and their counsel may have renote
el ectronic access to any part of the case file nmintai ned by
the Court in electronic form and
(2) any other person may have el ectronic access at the
courthouse to the public record maintained by the Court in
el ectronic form but may have renote el ectronic access only
to:
(A) the docket record maintained by the Court;
and
(B) any opinion or order of the Court, but not
any other part of the case file.

(c) Filings Made Under Seal: The Court may order that a
filing containing any of the information described in paragraph
(a) of this Rule be made under seal w thout redaction. The Court
may | ater unseal the filing or order the person who made the
filing to file a redacted version for the public record.

(d) Protective Orders: For good cause, the Court nmay by
order in a case:

(1) require redaction of additional information; or
(2) issue a protective order as provided by Rul e
103(a).
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(e) Option for Additional Unredacted Filing Under Seal: A
person nmaking a redacted filing may also file an unredacted copy
under seal. The Court nust retain the unredacted copy as part of
t he record.

(f) Option for Filing a Reference List: A docunent that
contains redacted information may be filed together with a
reference list that identifies each itemof redacted information
and specifies an appropriate identifier that uniquely corresponds
to each itemlisted. The list nust be filed with a notion to
seal and may be anended as of right. Any reference in the case
to alisted identifier will be construed to refer to the
corresponding itemof information.

(g) Waiver of Protection of Identifiers: A person waives
the protection of this Rule as to the person’s own informati on by
filing it without redaction and not under seal. The Cerk of the
Court is not required to review docunents filed with the Court
for conpliance with this Rule. The responsibility to redact a
filing rests with the party or nonparty making the filing.

(h) Inadvertent Waiver: A party may correct an inadvertent
di scl osure of identifying information in a prior filing by
submitting a properly redacted substitute filing within 60 days
of the original filing without |eave of Court, and thereafter
only by | eave of Court.

Expl anati on

| nt r oducti on

The E- Governnent Act of 2002, Pub. L. 107-347, sec. 205, 116
Stat. 2913, requires Federal courts to establish and maintain
I nternet Wb sites containing, anong other things, rules of the
court; docket information for each case; the substance of al
witten opinions issued by the court, in a text-searchable
format; and access to docunents filed with the court in
el ectronic formor filed in paper formand converted by the court
to electronic form The E-CGovernnment Act of 2002, as anended by
the Act of Aug. 2, 2004, Pub. L. 108-281, sec. 1, 118 Stat. 889,
directs the Suprene Court to prescribe rules to protect privacy
and security concerns relating to electronic filing of docunents
and the public availability of docunents filed electronically.
The E- Governnent Act of 2002, as anended, provides: “Such rules
shall provide to the extent practicable for uniformtreatnent of
privacy and security issues throughout the Federal courts.”

Section 205(a) of the E-CGovernnment Act of 2002 expressly
names the Supreme Court, the Courts of Appeals, the District
Courts, the Court of Federal Cains, and the Bankruptcy Courts.
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Al t hough the Tax Court is not expressly naned, the Court has
deci ded voluntarily to conply with the provisions of the Act.

Privacy Protection

The Court adopts new Rule 27, regarding privacy protections
for filings made with the Tax Court. Rule 27 is nodeled after
new rule 5.2 of the Federal Rules of Cvil Procedure and new rule
9037 of the Federal Rules of Bankruptcy Procedure.? Paragraph
(a) of Rule 27 provides that a party or nonparty filing a
docunent in electronic or paper formshould either refrain from
including certain personal identifiers or take appropriate steps
to redact such personal identifiers fromthe docunent. A Notice
Regardi ng Privacy and Public Access to Case Files (sanple
attached) will be posted on the Court’s Wb site and ot herw se
made avail able by the Court.

Rule 5.2(a)(1) of the Federal Rules of Cvil Procedure and
rul es 1005 and 9037 of the Federal Rules of Bankruptcy Procedure
require inclusion of the last four digits of the Social Security
or taxpayer identification nunber. There does not appear to be
any reason to require the last four digits of the taxpayer
identification nunber in Tax Court filings, as the full taxpayer
identification nunber would be available to the Service on the
St atenent submitted under Rule 20(b) and the docket nunber and
name should permt both the Court and the Service to identify the
t axpayer after the petition is filed. The Judicial Conference
privacy policy applies to protect only individual privacy. The
Court believes, however, that the sane privacy and security
interests of corporations, trusts, estates, and other entities as
t hose of individuals should be protected in this Court.
Consequently, the Court anends its Rules and petition forns to
elimnate the requirenent of providing any part of the taxpayer
identification nunber, and to extend the protection to any party
or nonparty.

Par agraphs (c) through (g) of Rule 27 are simlar to
par agr aphs (d) through (h) of rule 5.2 of the Federal Rules of
Cvil Procedure. Paragraph (c) reflects the interplay between
redaction and filing under seal. It does not Iimt or expand the
statutory provisions that govern sealing. See Code sec.
7461(b)1); WIlie Nelson Music Co. v. Conm ssioner, 85 T.C. 914
(1985). Paragraph (d) inforns the parties that the Judge or
Special Trial Judge to whomthe case is assigned can by order in
a particular case for good cause require nore extensive redaction

°The new rul es are effective Decenber 1, 2007
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than otherwi se required by the Rule or issue protective orders.
Par agraphs (e) and (f) are derived fromsection 205(c)(3)(iv) and
(v) of the E-Governnment Act, and provide the party or nonparty
filing a docunent the option of filing an unredacted version of

t he docunent under seal or with a reference |ist.

Paragraph (g) of Rule 27 allows a person to waive the
protections of the Rule as to that person’s own personal
information by filing it unsealed and in unredacted form A
person may wi sh to waive the protection if it is determ ned that
the costs of redaction outweigh the benefits to privacy. The
Rul e enphasi zes that the responsibility to redact filings rests
with the party or nonparty making the filing, and that the Cerk
of the Court is not required to review docunents filed with the
Court for conpliance with the Rule. The Court, however, expects
the parties to exercise good faith in their efforts to redact.

Paragraph (h) permts renedial filings wwthin a specified
time period if identifying information is inadvertently disclosed
ina prior filing. The Court believes that the availability of
such a procedure would particularly benefit pro se taxpayers who
appear before the Court.

Public Access to Electronic Case Fil es

The Tax Court maintains a Wb site that satisfies the
requi renents of the E-Governnment Act of 2002 relating to the
provi sion of the location and contact infornmation for the
courthouse, the Court’s Rules of Practice and Procedure, docket
information for each case, and access to all witten opinions of
the Court. The Court recently has inplenented el ectronic inmaging
of case filings for internal use, whereby docunents filed in the

Court are converted to electronic form |In addition, the Court
has proposed Interim Procedures for an electronic filing pilot
program which will be comenced in the near future. Because of

privacy and security concerns and the nature of the parties and
i ssues in cases before the Court, the Court has consi dered

whet her and to what extent it MA|| provi de public online access
to its electronic records.

In June 1999, before the enactnent of the E-CGovernnent Act
of 2002, the Judicial Conference of the United States, through a
subconmittee of its Coommttee on Court Adm nistration and Case
Managenent, began a study of privacy and security concerns
regardi ng public electronic access to case file information. The
subconm ttee held numerous neetings and received information from
experts and academ cs, court users, judges, court clerks, and
Governnment agencies. As a result, it devel oped several policy
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options and alternatives for the creation of a judiciary-w de

el ectronic access privacy policy; these options were presented to
the full Commttee on Court Adm nistration and Case Managenent.

A docunent containing the alternatives was published, and
comments were received froma w de range of interested persons,
including private citizens, privacy rights groups, journalists,
private investigators, attorneys, and representatives of

financial services groups. At sone point, comments apparently
were solicited fromthe Departnment of Justice regarding tax
cases, but none were received.

Further public hearings were held, after which the
subconmi ttee devel oped a final set of privacy policy
recommendat i ons whi ch were endorsed by the full Commttee on
Court Admi nistration and Case Managenent and adopted by the
Judi ci al Conference. The policy provides for public electronic
access to case file docunments with certain personal identifiers
redacted. The policy adopted by the Judicial Conference states
that there should be consistent, nationw de policies in Federal
courts to ensure that simlar privacy protections and access
presunptions apply regardl ess of which Federal court is the
custodian of a particular case file. The policy further states
that it generally applies to both paper and electronic files, and
the availability of case files at courthouses will not be
affected or limted.

Wth respect to civil case files, the Judicial Conference
deci ded to exclude Social Security appeals and, subsequently,
immgration cases fromel ectronic access because of the
i nherently personal nature of the cases. The Report of the
Judi ci al Conference Conmittee on Court Admi nistration and Case
Managenment on Privacy and Public Access to Electronic Case Files
expl ai ns:

After much debate, the consensus of the Commttee was
that Social Security cases warrant such treatnment
because they are of an inherently different nature from
other civil cases. They are the continuation of an
adm ni strative proceeding, the files of which are
confidential until the jurisdiction of the district
court is invoked, by an individual to enforce his or
her rights under a governnent program Further, al
Social Security disability clainms, which are the
majority of Social Security cases filed in district
court, contain extremely detailed nedical records and
ot her personal information which an applicant nust
submt in an effort to establish disability. Such
medi cal and personal information is critical to the



- 11 -

court and is of little or no legitinmate use to anyone
not a party to the case. Thus, making such information
avai l able on the Internet would be of little public
benefit and woul d present a substantial intrusion into
the privacy of the claimnt.

[ http://www. privacy. uscourts. gov/Policy.htm]

Al though there is no indication that they were specifically
di scussed, tax cases were not excepted by the Judici al
Conference. Bankruptcy cases also were not excepted by the
Judi ci al Conference. However, Congress has recogni zed the
i nportance of protecting frominproper disclosure tax information
recei ved by a Bankruptcy Court. On April 20, 2005, the
Bankr upt cy Abuse Prevention and Consumer Protection Act of 2005,
Pub. L. 109-8, 119 Stat. 23, was enacted. Section 315 of the
act, 119 Stat. 88, anends the Bankruptcy Code to require debtors
i n bankruptcy cases to provide tax returns and ot her tax
information to the Bankruptcy Court, trustee, and creditors. It
further provides that the Director of the Adm nistrative Ofice
of the United States Courts shall, within 180 days after
enactnent, establish procedures for safeguarding the
confidentiality of any tax information required to be provided
and, within 540 days after enactnent, prepare and submt a report
to Congress on the effectiveness of those procedures.

On Septenber 20, 2005, the Director issued interimguidance
regarding tax information. That gui dance provides that no tax
information filed with a Bankruptcy Court will be available to
the public electronically. The interim guidance defines tax
information to include tax returns, transcripts of returns,
anmendnents to returns, and any ot her docunent containing tax
i nformati on provided by the debtor.
http://ww. uscourts. gov/ bankrupt cycourts/ D r Tax@Gi danceJCUSappr ov
ed905. pdf . The report to Congress was submtted on October 11,
2006, and states that, to date, the Director does not have
sufficient data to enable himeither to provide nmeani ngful
f eedback regarding the effectiveness of the procedures or to
assess whether additional legislation is necessary to protect
further the confidentiality of debtors’ tax information.

As expl ai ned above, Rule 27 is nodeled after rule 5.2 of the
Federal Rules of Civil Procedure and rule 9037 of the Federal
Rul es of Bankruptcy Procedure. Rule 5.2(c) provides for limted
public access to electronic records in Social Security appeals
and inm gration cases. The Commttee note expl ains:

Those actions are entitled to special treatnent due to
t he preval ence of sensitive information and the vol une
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of filings. Renote electronic access by nonparties is
limted to the docket and the witten dispositions of
the court unless the court orders otherw se.

[ http://wwv. uscourts. gov/rul es/ Appendi x F. pdf, at Rules

App. F-6.]

The Court has considered the privacy and security issues
rai sed by providing public online access to electronic records in
the particular context of a Court whose docket consists solely of
Federal tax cases and approximately 75 percent of whose
petitioners are pro se individuals, and whether it is unrealistic
to expect those pro se individuals to file case docunents in a
manner that adequately protects their privacy and security
interests. Court docunents can include a great deal of personal
information in addition to Social Security nunbers and tax
informati on, such as financial account nunbers, property
descriptions and addresses, nanes and birth dates of m nor
children, enploynent information, nedical and health information,
and original signatures. The information nost often will relate
to petitioners but can also relate to witnesses and other third
parties. The Court’s records generally are open to the
i nspection of the public pursuant to Code section 7461(a), and
Code section 6103 disclosure restrictions do not apply with
respect to returns or return information in a Federal judicial
proceedi ng. See Code sec. 6103(h)(4). However, the Court has
the authority under Code section 7461(b) to make any provi sion
that is necessary to prevent the disclosure of trade secrets or
ot her confidential information, including placing a docunent or
information under seal. In addition, the Court believes that
there is a distinction to be drawn between public access to
information in the Court’s records pursuant to Code section
7461(a) and publication of the information on the |Internet.

The Court has decided to treat the information in its
records in a manner consistent with tax information in bankruptcy
cases, and with Social Security appeals and inmm gration cases.
Consequent |y, paragraph (b) of Rule 27 permits the parties and
their counsel to have renote el ectronic access to any part of the
case file that the Court naintains in electronic form but limts
public online access to the Court’s electronic records to the
docket records maintained by the Court, and to opinions
(1 ncludi ng bench opinions) and orders of the Court. The Court
will, however, provide full public access to its electronic
records at the Cerk’s Ofice during the Court’s regul ar busi ness
hour s.
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NOTI CE REGARDI NG PRI VACY AND PUBLI C
ACCESS TO CASE FI LES

Pursuant to section 7461(a), |I.R C. 1986, all reports of the
Tax Court and all evidence received by the Tax Court, including a
transcript of the record of the hearings, generally are public
records open to inspection by the public. |In order to provide
access to case files while also protecting personal privacy and
other legitimate interests, parties are encouraged to refrain
fromincluding or to take appropriate steps to redact the
following information fromall pleadings and papers filed with
the Court, in electronic or paper form including exhibits
t hereto, except as otherwi se required by the Court’s Rules or as
directed by the Court:

(1) Taxpayer identification nunbers (e.g., Soci al
Security nunbers or enployer identification nunbers);

(2) Dates of birth. I1f a date of birth is provided,
only the year shoul d appear;

(3) Nanes of mnor children. If a mnor childis
identified, only the minor child s initials should appear;
and

(4) Financial account nunbers. If a financial account

nunber is provided, only the last four digits of the nunber
shoul d appear.

Pursuant to section 7461(b), I.R C. 1986, and Rules 27 and
103, Tax Court Rules of Practice and Procedure, a party w shing
to file a docunment containing personal identifiers |listed above
may file a notion to seal and submt with the notion the
unr edact ed docunment. |If the docunent is sealed, the Court may
still require the party to file a redacted docunent for the
public record.

A person wai ves protection as to the person’s own
information by filing it w thout redaction and not under seal.
The Cerk of the Court is not required to review docunents filed
with the Court for conpliance with this Notice. The
responsibility to redact filings rests with the party or nonparty
making the filing. The Court expects the parties to exercise
good faith in their efforts to redact.





